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4. Once you have clicked on the Next button, retrieve the 
6-digit code from the Google Authenticator app on your 
mobile device. Enter the 6-digit code (wit hout any 
spaces!)  and click the SUBMIT button. 
 

 
 
Your mobile device should now be registered. 
 
This completes the Student MFA (Multi-Factor Authentication) 
process.  
 

Going forward, every time you log in to an application that is 
SSO and MFA you will be prompted to enter a code retrieved 
from the Google Authenticator app on your mobile device.  
 
For your reference, here is a list of SSO enabled applications.  
This list is constantly updated to reflect new applications 
acquired by the University or applications that are already in 
use and are SSO enabled. 
 
Need Help? 
For assistance, please contact the IT service desk  
itservicedesk@montclair.edu and 973-655-7971 option 1.  
 
  

 
DO NOT 

SCAN THIS 
QR CODE. 

https://docs.google.com/document/d/1Zj1KAdMfLmlccxHBRjgfJf8gu8G0uWjznm-lAQjycr8
mailto:itservicedesk@montclair.edu
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Download the Google Authenticator 
 
The following screenshots were taken from an iOS device.  If 
you have an Android phone, the steps and visuals may be 
slightly different. 
 
1. Go to the App Store or Google Play, find the Google 

Authenticator app,  and download it. 
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The Google Authenticator app should now be installed on your 
mobile device. 
 

 
 

Useful links: 
 
Get verification codes with Google Authenticator (for iOS) 
 
Get verification codes with Google Authenticator (for Android)   
 
 

https://support.google.com/accounts/answer/1066447?co=GENIE.Platform%3DiOS&oco=0
https://support.google.com/accounts/answer/1066447
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